
Managing digital continuity 

The Digital Continuity Service is available from nationalarchives.gov.uk/digitalcontinuity 

Stage 1
Plan for action

Agree 
responsibilities 
for managing 

digital 
continuity

SIRO appoints 
you as digital 

continuity SRO

Establish 
scope and 
priorities 
for digital 
continuity

Form a team  
of experts in IT,  

IM and IA

Stage 2
Define your 

digital continuity 
requirements

Maintain a 
record of your 

findings

Identify 
information 

assets

Define 
the usability 
requirements  
of your assets

Understand 
how to deliver 
your usability 
requirements

Stage 4
Maintain digital 

continuity

Regularly 
review your 

requirements 
and digital 
continuity

 
 

Embed digital 
continuity in 

business  
planning

 
 

Embed digital 
continuity in  
IM, IA and IT 

strategies and 
processes

 
Embed digital 

continuity 
in change 

management 
processes

 

Stage 3
Assess and  

manage risks to 
digital continuity

Identify 
opportunities 

for savings and 
efficiencies

Create a 
framework for 
managing risk

Undertake a 
risk assessment

Mitigate risk 
and restore 
continuity


